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Przemoc wobec dzieci w sieci.

Cyberprzemoc jako forma przemocy.

Internet i sie¢ komorkowa staty sie jednym z najpopularniejszych wérdéd miodziezy mediow. Sq
przez nich postrzegane jako ulubiona forma spedzania wolnego czasu, nauki, komunikowania si¢ oraz
poszukiwania informacji. Jak wynika z raportu NASK ,Nastolatki 3.0”, co czwarty nastolatek (25,8%)
posiada od 5 do 8 kont na portalach i platformach spoteczno$ciowych, natomiast ponad jedna trzecia
(36%) posiada wiecej niz 8 takich kont”.

Trzeba jednak pamigta¢, nowoczesne technologie informacyjne i komunikacyjne
wykorzystywane sg rowniez w celach opresyjnych. Cyberprzemoc to przemoc z uzyciem urzadzen
elektronicznych, najczesciej telefonu badz komputera. Bywa okreslana takze jako cyberbullying: nekanie,
dreczenie, przesladowanie w internecie. Etymologia tego pojecia wywodzi sie od ang. stowa bullying,
ktére oznacza ,terroryzowanie, nekanie”, oraz cztonu cyber, odnoszacego sie do internetu i
cyberprzestrzeni?. Celem cyberprzemocy jest wyrzadzenie krzywdy drugiej osobie. Jest to dziatanie
podejmowane z premedytacjq wobec stabszego, ktdry nie moze sie broni¢. Cyberprzemoc moze
przybierac rézne formy. To nie tylko obrazliwe wpisy w mediach spotecznosciowych, ale takze agresywne
wiadomosci przesytane przez komunikatory czy tez wpisy na forach. Szybko$¢ przekazywana informacii
powoduije, ze taka przemoc eskaluje znacznie szybciej niz w $wiecie realnym®.

Potowa nastolatkéw osobiécie doswiadczyta réznych form przemocy w internecie - wyzywania,
ponizania, o$mieszania lub zastraszania, a 44.6% mtodych ludzi spotyka sie w sieci z sytuacjami, kiedy
ich znajomi sg atakowani i wyzywani. Z osmieszaniem i ponizaniem kogo$ w cyberéwiecie zetknat sie co
trzeci nastolatek (oSmieszanie — 33,2%, ponizanie 29,6%). Warto tez zauwazy¢, ze wzrasta odsetek

nastolatkow, ktore decydujq sie na spotkanie z osobg dorosta, poznang w internecie. W 2020 roku byto

'R. Lange (red.): Nastolatki 3.0. Raport z ogéinopolskiego badania uczniéw i rodzicéw. NASK — Panstwowy Instytut Badawczy
Warszawa 2023, s. 8.

2 Cyberbullying — nekanie w sieci, https://www.gov.pl/web/baza-wiedzy/cyberbullying--nekanie-w-sieci

* A. Borkowska: Przemoc w szkole. Poradnik dla nauczycieli. Ministerstwo Cyfryzacji, NASK Panstwowy Instytut Badawczy,
Warszawa 2023, s. 6.



to 14.1%, a w 2022 roku juz 17,9%. Co trzeci nastolatek (32,7%) twierdzi, ze zdarzyto mu sie otrzymac
czyjes nagie lub poétnagie zdjecie za posrednictwem internetu. Ponad dwie trzecie mtodych internautow
(68,4%) twierdzi, ze problemem cyberswiata jest mowa nienawisci. Nalezy tez zauwazy¢, ze zwigksza
sie wsrdd nastolatkdw poczucie, ze osoby, ktére obrazajq w internecie, sg bezkarne (2022 — 51,3% vs.
2018 - 36%). Ponad 40% (43,7%) mitodziezy twierdzi, ze w internecie nie mozna odrézni¢ informacii
prawdziwych od fatszywych (vs. 2018 — 49%). Z powodu korzystania z medidéw spoteczno$ciowych
niespetna jedna czwarta mtodziezy (23,8%) czesto zaniedbuje swoje obowigzki domowe, natomiast
prawie trzech na dziesieciu nastolatkdw (28,7%) czesto zaniedbuje obowigzki szkolne z powodu
uzywania mediéw spotecznosciowych. Mtodziez podejmuje petne spectrum wyzwan internetowych — od
zabawnych czy nierozwaznych po nawet takie, ktore mogg powodowaé roznego rodzaju
niebezpieczenstwa. Trzech na dziesieciu (31,1%) nastolatkdw przyznato, ze w ostatnim roku wzieto udziat
w wyzwaniu, w ktorym mogto doj$¢ do narazenia zycia lub zdrowia fizycznego/ psychicznego - ich
samych lub innych osob*.

Mtodzi ludzie bardzo rzadko proszg dorostych — rodzicdw i nauczycieli o pomoc, w przypadku gdy
doswiadczajq cyberprzemocy. Wyniki badan polskich nastolatkow wskazujg, ze jedynie co czwarta ofiara
przemocy online informuje o tym swoich rodzicdéw. Skutki cyberprzemocy bywajg niezwykle bolesne dla
0sob, ktore staty sie obiektem atakow. Ofiary majg bowiem znacznie bardziej ograniczong mozliwo$¢
obrony, a wyrzadzone szkody czesto trudno odwrdci¢. Konsekwencje przesladowania w sieci moga by¢
rézne, w zalezno$ci od powagi aktu agresji. Dzieci doSwiadczajace cyberprzemocy przezywajg bardzo
trudne emocje. Mogg czu¢ sie osaczone, osamotnione i bezsilne. Czesto sg przekonane, Ze nic nie da
sie zrobiC z sytuacja, w ktorej sie znalazty. Obawiajg sie, ze kompromitujgce materiaty mogg dotrze¢ do
bardzo duzej grupy osob, przez co mierza sie z ponizeniem, upokorzeniem, lekiem, rozpacza, smutkiem®.

Obecno$¢ dzieci i mtodszych nastolatkdw w przestrzeni cyfrowej, ktora nie jest dla nich
bezpieczna, zwigzana jest takze z niskg $wiadomos$cig 0sdb dorostych w zakresie higieny cyfrowej. Istotg
podejscia opartego na higienie cyfrowej nie jest odebranie dzieciom i mtodziezy mozliwo$ci kontaktu z
nowymi technologiami, ale proponowanie im tych, ktére sg bezpieczne i dostosowane do ich wieku,
rownolegle z uczeniem ich zdrowych nawykéw cyfrowych. Trzeba pamietaé, ze kazde zachowanie o

charakterze cyberprzemocy wymaga reakcji dorostych®.
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